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This playbook maintains the effectiveness of a subset of controls associated with:
NIST Cybersecurity Framework: DE-AE-1, DE.CM-6, PR.DS-6, RS.RP-1, RS.CO-5, RS.AN-1, RS.MI-2
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