Integrated Adaptive Cyber Defense

IACD is a strategy and framework to adopt an
extensible, adaptive, COTS-based approach to
cyber defense.
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Partnered with industry, government, and academia communities demonstrating effective security automation, orchestration, and
information sharing strategies that accelerate the speed and scale of cyber defense.
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